Essential Factors for an Efficient Consent Management Framework

Wadhwani Centre for Government Digital Transformation (WGDT)

Author:
Dr. Arun Teja Polcumpally
Nivedita Krishna
Alok Gupta

December 2023
A Policy Paper by Wadhwani Centre for Government Digital Transformation (WGDT)
Table of Contents

List of Tables .......................................................................................................................... 3
Executive Summary .................................................................................................................. 4
1. Introduction .......................................................................................................................... 6
2. Section A: Consent - Operational Definition and Issues .................................................... 6
   2.1 Operational Definition of Consent .................................................................................. 6
   2.2 Identified Problems in Consent Mechanism ................................................................. 8
       2.2.1 Unwitting Consent ................................................................................................. 9
       2.2.2 Coerced Consent ................................................................................................. 10
       2.2.3 Incapacitated Consent ......................................................................................... 11
3.1 Different forms of Consent Mechanism ........................................................................... 13
    3.1.1 Broad Consent ..................................................................................................... 13
    3.1.2 Precise Consent .................................................................................................. 14
3.2 Alternative Consent Route - Consent Managers ............................................................... 14
4. Section C: Consent Mechanism .......................................................................................... 16
   A. Approach ...................................................................................................................... 17
   B. Format of Consent ...................................................................................................... 19
   C. Storage ........................................................................................................................ 23
   D. Modify .......................................................................................................................... 25
   E. Grievance Redressal .................................................................................................... 26
5. Conclusion .......................................................................................................................... 28
List of Tables

Table 1 Definitions and Key Factors of Consent across Select Countries.......................... 7
Table 2 Consent problems and Factors of consent............................................................ 12
Table 3 Analysis of the Factors to be incorporated by Consent Managers....................... 15
Table 4 Approach Stage - DPDP Act Challenges and Global practices.......................... 17
Table 5 Consent Stage - DPDP Act Challenges and Global practices .............................. 19
Table 6 Storage Stage - DPDP Act Challenges and Global practices .............................. 23
Table 7 Modify Stage - DPDP Act Challenges and Global practices................................. 25
Table 8 Grievance Redressal Stage - DPDP Act Challenges and Global practices........... 26
Executive Summary

This paper delves into the realm of consent in the context of digital personal data protection in India, specifically examining the Digital Personal Data Protection (DPDP) Act of 2023. This landmark legislation aims to oversee the collection, storage, and processing of personal data, with a focus on transparency, consent, and robust data protection protocols. The paper is structured into three distinct sections, each dedicated to enhancing the framework of consent mechanisms.

Section A: Operational Definition of Consent and Related Challenges

Initially, the paper sets out to define consent operationally, aligning this definition with global data protection standards. It highlights the essential characteristics of consent as outlined in Article 6(1) of the DPDP Act: freely given, specific, informed, unconditional, and unambiguous. The section further delves into three predominant challenges plaguing current consent mechanisms: unwitting, coerced, and incapacitated consent. Unwitting consent is often a result of convoluted terms and conditions, coerced consent emerges from manipulative practices or undue pressure, and incapacitated consent pertains to individuals, such as minors, who are legally unable to give consent.

Section B: Exploring Various Consent Mechanisms

In this segment, the paper introduces and evaluates two primary consent mechanisms: broad consent and precise consent. While broad consent offers wide-ranging coverage, it runs the risk of insufficient communication with data principals, potentially leading to unwitting consent. Precise consent, on the other hand, allows for detailed user control but may encounter practical difficulties and might not fully address the issue of coerced consent. The section also discusses the role of Consent Management Platforms (CMPs) in maintaining adherence to data privacy regulations.

Section C: Framework for Consent Mechanism

The concluding section proposes a detailed framework for consent management, addressing the issues raised in the previous sections. This framework incorporates elements crucial for effective consent, including strategies for obtaining and verifying consent, considerations for consent storage, methods for consent modification, and mechanisms for grievance resolution. It strives to be in harmony with the DPDP Act and incorporates international best practices. The focus is on user-centric consent notices,
combating coerced consent through clear transparency, and establishing solid channels for grievance redressal.

Overall, the paper offers insightful perspectives on the intricacies of consent mechanisms within the framework of India's DPDP Act and presents actionable recommendations for policymakers to consider.
1. Introduction

India’s Digital Personal Data Protection (DPDP) Act was passed by the parliament on 11 August 2023. It is a noteworthy progress in the area of digital legislations, and it aims to regulate the collection, storage, processing, and transfer of personal data by entities, emphasizing consent, transparency, and data protection measures. DPDP Act mandates all the data processors to process the personal data only after obtaining a due consent from the user (hereafter, Data Principal). The Act asserts that any consent request to process the personal data should be accompanied by a notice explaining the purpose of collection the data, rights of the data principal and mechanisms for grievance redressal. However, guidelines for enforcing the DPDP Act have not been established, and consequently, a comprehensive consent management framework is still pending formulation.

Wadhwani Centre for Government Digital Transformation (WGDT), with its research on the consent mechanism proposes necessary factors in drafting a consent management framework aiming to keep the consent mechanism contextual and protect the democratic principles of the nation. This paper is divided into three sections. Section A provides an operational definition of the consent and a detailed explanation of the problems with the consent mechanism. Section B provides factors that had to be avoided while drafting a consent mechanism. Section C recommends necessary factors in making a consent management framework.

2. Section A: Consent - Operational Definition and Issues

2.1 Operational Definition of Consent

Table 1 presents the definition of ‘consent’ as explicitly outlined by various countries. In cases where the respective legislations do not provide a direct definition, the table instead details the key characteristics of consent as inferred from these laws." The common factors in the definitions and the key features are identified and have been adopted to put forward an operational definition.
### Table 1 Definitions and Key Factors of Consent across Select Countries

<table>
<thead>
<tr>
<th>Legislation</th>
<th>Definition and operation of Consent</th>
</tr>
</thead>
<tbody>
<tr>
<td>Article 4(11) of GDPR(^1)</td>
<td>‘Consent’ of the data subject means any freely given, specific, informed and unambiguous indication of the data subject’s wishes by which he or she, by a statement or by a clear affirmative action, signifies agreement to the processing of personal data relating to him or her.</td>
</tr>
<tr>
<td>Article 6 (1) of Canada’s Personal Information Protection and Electronic Documents Act(^2)</td>
<td>The consent of an individual is only valid if it is reasonable to expect that an individual to whom the organization's activities are directed would understand the nature, purpose and consequences of the collection, use or disclosure of the personal information to which they are consenting.</td>
</tr>
<tr>
<td>Article 14 of China's The Personal Information Protection Law(^3)</td>
<td>Consent shall be given by the individual concerned in a voluntary and explicit manner in the condition of full knowledge. If laws and administrative regulations provide that the processing of personal information shall be subject to the individual's separate consent or written consent, such provisions shall prevail.</td>
</tr>
</tbody>
</table>
| Commissioner's Australian Privacy Protection Guidelines\(^4\) | **Key elements of consent:**  
  - The individual is adequately informed before giving consent.  
  - The individual gives consent voluntarily.  
  - The consent is current (that is, the consent may be withdrawn and has not been withdrawn) and specific to the privacy affecting activity.  
  - The individual has the capacity to understand and communicate their consent. |

---


Legislation | Definition and operation of Consent
---|---
Brazil's General Data Protection Law | Consent is free, informed, and unambiguous manifestation whereby the data subject agrees to her/his processing of personal data.

The Data legislation of European Union, China, Canada, Brazil, and Australia emphasize on the factors – free, knowledge, specific, and unambiguous in defining the way the consent is provided. These factors have already been considered by the DPDP Act in its Section 6 (1), making the consent provision in line with the factors adopted by the other existing legislations worldwide.

Section 6 (1) of DPDP - *The consent given by the Data Principal shall be free, specific, informed, unconditional and unambiguous with a clear affirmative action, and shall signify an agreement to the processing of her personal data for the specified purposes.*

However, the consent itself is not defined in all the data protection legislations except the EU's GDPR and Brazil's General Data Protection Law, as mentioned in the Table 1. To enact the DPDP Act, a proper operational definition is required. Considering the factors that are adopted in making and executing a consent by various data legislations, the following operational definition is proposed.

**An Operational Definition of Consent** – A conscious, and voluntary agreement by a written statement or by a clear affirmative action between the data principal and data fiduciary/data processor for the processing of personal data of data principal, where both the parties are equally aware of the purpose/use of the collected data, the envisaged outcomes, and the possible risks.

### 2.2 Identified Problems in Consent Mechanism

Even if we have the operational definition of the consent, it is crucial to identify the issues of consent mechanism within the context of enacting DPDP Act, primarily due to the lack of model consent mechanisms. The practices adopted by companies to gather consent from the Data Principals, in general, are alleged

---

to be illusionary with limited alternatives. Some scholars argue that the current consent mechanism is weaker in protecting the data principal data and privacy. Numerous situations exist where individuals face an onslaught of consent requests, leaving them with little option but to accept terms and conditions to access services. These reasons further reiterate the necessity to look into the current problems arising due to the consent mechanisms. This section explores three major challenges arising from lax consent mechanisms.

2.2.1 Unwitting Consent

Unwitting consent occurs when the Data Principal consents to use his/her personal data without any knowledge about the data processing, associated risks, and further disclosure of the data by the service providers. For example, Data Principals grants consent to online services including social media platforms without a comprehensive understanding of the intricacies of data collection or the potential outcomes of such data usage on their decision making and behavioral development. Many people are often unaware of the data practices and unsure of what they are agreeing to while availing the services digitally. Thus, a data principal is forced to give her consent before experiencing.

Unwitting consent typically arises when consumers or data principals are faced with several challenges, including:

a. **Lengthy and legally complex terms and conditions:** The documents containing the terms are often extensive and filled with legal terminology, making it difficult for individuals to comprehend the details.

b. **Lack of understanding of technology:** Data principals may not fully grasp the technology that facilitates the interaction between themselves and the service provider, resulting in consent given before fully understanding the application.

*Illustration:*

---


The scandal of Cambridge Analytica: Facebook users unknowingly consented to the collection of their personal data and their friends' data through a third-party app called "This Is Your Digital Life." The users were not fully aware of how their data would be used for political profiling and targeting during the 2016 U.S. Presidential election.\(^\text{10}\)

a. **Challenges in assessing future risks:** It can be challenging to foresee and evaluate the potential risks associated with granting consent, leading to a lack of awareness regarding the implications of their consent.

b. **Timing of the consent:** The consent notices are shown prior making any registration for the application or service.\(^\text{11}\) Only after using the applications or services, data principals are more likely to understand the data processing and associated risks.\(^\text{12}\) This makes the data principal to give consent before understanding the risks.

### 2.2.2 Coerced Consent

Coerced consent is a situation where individuals are pressured into providing consent due to high opportunity costs or the use of manipulative techniques by the data fiduciary, such as dark patterns, to obtain their consent. For instance, if a person does not want to agree to the terms of an application, the available alternatives may offer similar terms, leaving him/her with limited choices. Leaving aside the similar consent forms of the alternatives service providers, the platforms offer consent notices which are unilateral, where there is no negotiation in the consent agreements but an imposition of agreements from the service provider.\(^\text{13}\) In this scenario, the person is compelled to consent because if the data principal makes a choice of not consenting, s/he might be denied access to the service.

Another way of forcing consent is the usage of dark patterns which are same as defined by the Guidelines for Preventions and Regulation of Dark Patterns released by the Ministry of Consumer Affairs. Dark patterns are -


\(^\text{12}\) Ibid. P 7

“any practices or deceptive design patterns using UI/UX (user interface/user experience) interactions on any platform; designed to mislead or trick users to do something they originally did not intend or want to do; by subverting or impairing the consumer autonomy, decision making or choice; amounting to misleading advertisement or unfair trade practice or violation of consumer rights”

Illustration:
One of the common dark patterns used in consent mechanism is while deploying website cookies. Cookie consent forms generally display the button “Accept All” in an easy manner and while the data principal decides to manage cookies, the process becomes confusing. It is reported that most of the data principals click on ‘Accept All,’ to avoid the consent banner and also when the other options are not displayed in the first instance of the notice. This shows that cookie consent management mechanism should adopt practices that provide the three options ‘Accept none of the cookies,’ ‘Accept select cookies,’ and ‘Accept all cookies’ equal design importance.

2.2.3 Incapacitated Consent

Incapacitated consent occurs when individuals are not legally eligible to provide consent, but under certain laws, only a select age group is restricted. For example, the Children’s Online Privacy Protection Act of 1998 (COPPA) of the USA, only regulates the data collection of children under the age 13. Though the legal age for consent in the US is 18, individuals aged 13–18 are able to provide contractual consent for the purpose of data collection. In India, this is not the case as to the Care and Protection of Children Act, 2015, categorises individuals under the age of 18 as children. Further, the legal age where an individual could provide valid consent is also 18 years.

16 Ibid
17 Ibid
18 Richards, N. The pathologies of digital consent.
19 Ibid
As per Article 9 of the DPDP Act, data fiduciaries must seek consent from the guardian or parents to process personal data of children. This asserts that everyone under the age of 18 shall have a dual consent mechanism to share their personal information, which would in turn means they would require in most of the cases the consent of parents for the online registrations.

Issue arises when the children circumvent the consent mechanism. Instances of children making the in-app purchases through the parent's credit cards have been well reported.\textsuperscript{20} The problems are identified even in the usage of dating apps, and social media. Adolescents, who bypass the age verification to use dating apps are reported to be closer to the dangers of sexually transmitted diseases, dating violence, and mental health issues.\textsuperscript{21} School going children using social media often could not control their usage leading to disturbances in their growth and lifestyle.\textsuperscript{22} These instances show that the consent mechanism even for the incapacitated population should be redesigned to get a proper consent verification.

\begin{table}[h]
\centering
\begin{tabular}{|l|l|}
\hline
\textbf{Problem Identified} & \textbf{Factor} \\
\hline
Data principals will have difficulty in understanding the consent notice because of the legal jargon, technical terms used in the explanation of data processing and because of the habitual action of clicking ‘Yes’ to the consent notices. & Unwitted consent \\
\hline
- Data principal has no alternatives while providing a consent for a particular service, making it a necessary consent. & Coerced consent \\
\hline
\end{tabular}
\caption{Consent problems and Factors of consent}
\end{table}


### Problem Identified

<table>
<thead>
<tr>
<th>Factor</th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Dark patterns such as nagging are employed to get consent</td>
<td></td>
</tr>
<tr>
<td>Validity of consent among students and children</td>
<td>Incapacitated consent</td>
</tr>
</tbody>
</table>

### 3. Section B: Consent Mechanism – Available Forms

#### 3.1 Different forms of Consent Mechanism

The identified challenges of consent are partly solved by the two mechanisms – **broad consent** and **precise consent**. They have emerged as pivotal frameworks, shaping the ethical and legal dimensions of data utilization. Broad consent, a comprehensive approach, seeks to encompass a wide spectrum of potential uses for collected data, providing flexibility for unforeseen research endeavours. On the other hand, precise consent emphasizes granular control, allowing individuals to specifically tailor their permissions, thus safeguarding privacy with surgical precision.

In both the broad and precise consent mechanisms, incapacitated consent can be avoided by using government digital ids of the citizens like Digilocker to ascertain the age and use other established methods such as Email verification or through One Time Password (OTP) verification to get consent form the parents. Further, the difficulties with both the approaches are provided below.

**3.1.1 Broad Consent**

One of the many ways to protect data principal privacy and liberty is to allow broad consent to be the first step in processing or collecting personal data.

*Factors difficult to Incorporate:*

1. Broad consent allows companies to bombard the data principal with pages of information regarding the data usage, which in most of the cases are ignored because of lack of time, tough language, requirement of service, and other circumstances. This makes data principal consent an unwitting one.

---

2. Broad consent will allow companies offering similar digital services to have a similar consent notice. In such a situation, Data Principal will be left with no alternative to choose from leading to a coerced consent.

3.1.2 Precise Consent
This approach asks data principals to consent to each distinct purpose or type of data usage separately. It provides more transparency and control to Data Principals over how their data is utilized but can be more time-consuming and complex.

Factors difficult to incorporate
1. In case of algorithmic services, it will be difficult to ascertain the exact use case of the personal data processing. This will make the precise notices difficult. However, precise consent mechanism still allows data principals to have information/notice fatigue.
2. Coercive consent cannot be solved by precise consent, as the repeated notices would force the data principals to provide consent without reading the terms of data usages.

It is well documented that people have been habituated to click “I agree” without reading the consent notices, leave alone understanding it. We must accept the reality that consent notices are not read by the data principals before consenting. In case of precise consent, constant notices will give rise to consent fatigue. Perhaps, an alternative way is to have consent managers to take the onus of understanding the consent and help data principals to take more informed decisions.

3.2 Alternative Consent Route - Consent Managers

Consent management platforms (CMPs) as mentioned in the GDPR or consent managers, as mentioned in the DPDP Act are third parties who use tools to manage individual consents for various entities while ensuring compliance with data privacy regulation. The consent managers would act as mediators.

---

26 This assertion is an outcome of the consultative workshop that has been conducted with practitioners, industry and academia.
facilitating the communication between the data principal and the data fiduciary.

The Combined Annual Growth Rate (CAGR) growth rate of the consent managers is estimated to be 19.3% and the market value would grow from USD 317 million in 2020 to USD 765 million in 2025.\textsuperscript{27} According to another market research report, consent management market would grow at CAGR 20.4% from 2022 – 2030.\textsuperscript{28} This shows that the consent manager platforms are operational and are set to capture the open market as in when the data legislations are enacted. These platforms can adopt any of the consent practices mentioned above as per the mandate provided by the data principal. However, skepticism has been noted where consent managers use the data for their own benefit.\textsuperscript{29}

\textbf{Table 3 Analysis of the Factors to be incorporated by Consent Managers}

<table>
<thead>
<tr>
<th>Factors difficult to incorporate</th>
<th>Factors easy to incorporate</th>
</tr>
</thead>
<tbody>
<tr>
<td>Coerced consent problem cannot be addressed as the consent management platforms only ensures that the companies are complying with the data regulations.</td>
<td>As the consent managers’ sole purpose is to provide compliance with the data legislations, they would do a fair job in avoiding dark patterns (a part of coerced consent) and ensuring a level playing field for drafting the consent between the two parties.</td>
</tr>
</tbody>
</table>


4. Section C: Consent Mechanism

The framework delineates the consent process through a structured sequence comprising five distinct stages. In the initial stage, the approach of data fiduciaries is detailed, encompassing their method of engaging with data principals. This stage involves an examination of the current understanding of consent and the associated challenges. The second stage delves into the challenges inherent in consent notices and scrutinizes the way these notices are presented. The third stage, pertaining to storage, outlines the constraints imposed on data fiduciaries concerning the duration and geographical location of data storage. The fourth stage focuses on the modifications to consent made by the data principal, while the final stage addresses the mechanism for grievance redressal.

Each category is further expanded with necessary factors to be incorporated to make the consent mechanism an efficient one. Finally, a comprehensive recommendation involving the factors that are to be incorporated while making a consent mechanism framework is provided.
A. Approach

**Table 4 Approach Stage - DPDP Act Challenges and Global practices**

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
<tbody>
<tr>
<td>Section 4 (1) A person may process the personal data of a Data Principal only in accordance with the provisions of this Act and for a lawful purpose, (a) for which the Data Principal has given her consent; or (b) for certain legitimate uses.</td>
<td><strong>Quasi Electronic Consent:</strong> The consent mechanism has been evolved from Browse Wrap to Click Wrap.³⁰ Browse wrap espouses that a data principal automatically provides his/her consent on the usage of application of any digital service. While the ‘click wrap’ mandates a click function to ensure that the data principal has explicitly given the consent. However, this approach towards consent becomes a problem as research points out that the consent notices are usually not read by the data principals.³¹ ³² This brings the problem that</td>
<td>No practices identified</td>
</tr>
</tbody>
</table>

---

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>the traditional thought of ‘click wrap’ is no longer suitable in achieving meaning consent while availing digital services.</td>
<td>Lack of Model consent: There are no consent standards or model frameworks which the data fiduciaries could adopt. Every sector has differential understanding of the personal data and the model frameworks also will differ accordingly.</td>
</tr>
</tbody>
</table>

**Recommendations**

1. To facilitate user control over their consent preferences, data fiduciaries/consent managers should be mandated to provide a clear and easily accessible mechanism where users can view and manage their consents. This mechanism should include options for users to easily revoke or modify their consent settings.

2. The mandate should also include maintenance of a comprehensive log of user consents and revocations. These logs should serve as critical evidence for grievance redressals, ensuring transparency and accountability in the data processing ecosystem.

3. Model sectoral consent notices should be provided, which can be issued by the data protection board in consultation with relevant authorities.
B. Format of Consent

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
<tbody>
<tr>
<td>Section 5 (1) Every request made to a Data Principal under section 6 for consent shall be accompanied or preceded by a notice given by the Data Fiduciary to the Data Principal, informing her, (i) the personal data and the purpose for which the same is proposed to be processed; (ii) the manner in which she may exercise her rights under sub-section (4) of section 6 and section 13; and (iii) the manner in which the Data Principal may make a complaint to the Board, in such manner and as may be prescribed</td>
<td><strong>Unwitted consent:</strong> Data principals do not understand the risks, and technical process even if it is mentioned in the consent notice. This is because of long notices, technical and legal jargon used in the consent notices.</td>
<td>No practices identified</td>
</tr>
</tbody>
</table>

**Unwitted Consent:** Under section 5(1), consent notices are not mandated to provide sufficient and relevant details regarding the transfer of personal data to other parties.

|  |  | a. Section 20 (1) of Singapore’s Personal Data Protection Act[^33] mandates an organisation to inform - (a) the purposes for the collection, use or disclosure of the personal data (as the case may be) on or before collecting the personal data (b) any other purpose of the use or disclosure of the personal data of which the individual has not been informed under paragraph (a), before the use or |

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>disclosure of the personal data for that purpose</td>
</tr>
<tr>
<td></td>
<td></td>
<td><strong>b. Canada’s Office of Privacy Commissioner</strong> in its guidelines for obtaining meaningful consent advices companies to provide details with whom the personal data will be shared with specifics.(^{34})</td>
</tr>
<tr>
<td></td>
<td><strong>Coercive consent:</strong> The persistent use of pre-selected boxes poses a significant challenge to the data principles, potentially leading to a lack of data principal awareness and control over their personal data.</td>
<td><strong>EU’s GDPR</strong> in its recital 25, clarifies that the usage of pre-selected boxes while asking for a data principal consent should be avoided.(^{35})</td>
</tr>
</tbody>
</table>

Section 6 (4) (4) Where consent given by the Data Principal is the basis of processing of personal data, such Data Principal shall have the right to withdraw her consent at any time, with the ease of doing so being comparable to the ease with which such consent was given.

**Coercive Consent:** Dark patterns can also be used to obtain consent from the data principal. One such practice observed is on

---


<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
</table>
| Section 9 (1) The Data Fiduciary shall, before processing any personal data of a child or a person with disability who has a lawful guardian obtain verifiable consent of the parent of such child or the lawful guardian, as the case may be, in such manner as may be prescribed. | the cookie consent notices, where the design of a cookie notice influences the decisions of data principals on whether to consent to data collection, as well as whether they recall seeing the notice at all. | Consumer Protection Act, 2019.  
| Consent Verification: Consent mechanism to verify age and parent consent in case of minors using the digital services is generally a self-declared one, which provides low level of assurance and validity. |                                                                                   | Children's Online Privacy Protection Rule of the US: Acceptable methods include having the parent: a. sign a consent form and send it back to you via fax, mail, or electronic scan; b. use a credit card, debit card, or other online payment system that provides notification of each |

---

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>separate transaction to the account holder; c. call a toll-free number staffed by trained personnel; connect to trained personnel via a video conference; d. provide a copy of a form of government issued ID that you check against a database, as long as you delete the identification from your records when you finish the verification process; e. answer a series of knowledge-based challenge questions that would be difficult for someone other than the parent to answer; f. Verify a picture of a driver's license of other photo ID submitted by the parent and then comparing that photo to a second photo submitted by the parent, using facial recognition technology.</td>
</tr>
</tbody>
</table>

**Recommendations**

**Clear and Plain Language of the Consent Notice**

1. To enhance data principal comprehension and ensure informed consent, data fiduciaries should be encouraged to utilise visual or pictographic notices, especially where necessary, to effectively communicate risks to
data principals. Consent notices should also be accessible to persons with disabilities.

2. Consent notices should comprehensively disclose the entities with whom the data will be shared.

**Consent Practices**

3. The consent mechanism should strictly avoid coercive consent practices, drawing on global best practices. For example, the rules should explicitly prohibit the use of pre-ticked boxes in consent dialogues or notices.

4. Central Consumer Protection Authority, on 30 November 2023, issued the guidelines for Prevention and Regulation of Dark Patterns, under the Consumer Protection Act, 2019. These guidelines aim to regulate dark patterns and their impact on consumers within e-commerce. The rules or guidelines should recognize and address these dark patterns within the framework of consent management to protect individuals' rights and interests.

5. Cookies consent notice should display all the options including ‘rejecting all the cookies,’ ‘accepting all the cookies,’ and to select data principal interested cookies in a single page and they should be given equal importance in the design of user interface.

**C. Storage**

*Table 6 Storage Stage - DPDP Act Challenges and Global practices*

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
<tbody>
<tr>
<td>Section 12 (1) A Data Principal shall have the right to correction, completion, updating and erasure of her personal data for the processing of which she has previously given consent, including consent as referred to in clause (a) of section 7, in Erasure of Data When the account is deleted or consent to process personal data is withdrawn, the data fiduciary is not advised or mandated to delete all the personal data and request all the parties with which the data has been shared or</td>
<td>Section 17 (2) of GDPR - Where the controller has made the personal data public and is obliged pursuant to paragraph 1 to erase the personal data, the controller, taking account of available technology and the cost</td>
<td></td>
</tr>
</tbody>
</table>
Bare Act | Challenges | Global Practices - Data Protection Legislations
--- | --- | ---
accordance with any requirement or procedure under any law for the time being in force | duplicated to be deleted. | of implementation, shall take reasonable steps, including technical measures, to inform controllers which are processing the personal data that the data subject has requested the erasure by such controllers of any links to, or copy or replication of, those personal data.

**Erasure of Data**

IP address, both the static and dynamic, identifiers provided by devices, cookie identifiers should not be stored as they can be used to directly identify the data principal. They should be stored or processed only after a due consent and as per the section 6 (1) of DPDP Act

**Recital 30 of GDPR**

identifies online identifiers provided by devices, applications, tools and protocols, such as internet protocol addresses, cookie identifiers or other identifiers such as radio frequency identification tags, as personal data.\(^{40}\)

**Recommendations**

1. The rules expanding the consent mechanism should explicitly state that identifiers such as IP addresses, both static and dynamic, and cookie identifiers should not be stored without due consent, in accordance with Section 6(1) of the Data Protection and Privacy Laws. There should be clear

guidelines on the conditions under which these identifiers can be stored or processed, ensuring that data principal consent is obtained and adhering to the principles of data protection.

D. Modify

Table 7 Modify Stage - DPDP Act Challenges and Global practices

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
</table>
| Section 12 (1) A Data Principal shall have the right to correction, completion, updating and erasure of her personal data for the processing of which she has previously given consent, including consent as referred to in clause (a) of section 7, in accordance with any requirement or procedure under any law for the time being in force. | Modification of Consent  
Many data fiduciaries currently lack a comprehensive and transparent mechanism that allows data principals to easily access and manage their consents. The challenge lies in addressing the existing deficiency where data principals may not have clear visibility into the consents they have provided, hindering their ability to make informed decisions about data processing activities. | No practices identified |

Recommendations

1. The guidelines should promote to offer a data principal an option of deleting the personal data and account while deleting the application from an operating system. One way of doing it is to force developers to put an option of deleting the account from within the application. For example, App store
of Apple asserted that all the developers have to provide an option for the data principals to delete their account within the app.\textsuperscript{41} This includes deletion of data principal generated data while the account was active.

2. The consent mechanism should incorporate comprehensive provisions for the erasure of personal data, aligning with global best practices. When an account is deleted or consent for data processing is withdrawn, data fiduciaries/consent managers should provide an option to delete all personal data and notify all parties with whom the data has been shared or duplicated to do the same.

E. Grievance Redressal

\textit{Table 8 Grievance Redressal Stage - DPDP Act Challenges and Global practices}

<table>
<thead>
<tr>
<th>Bare Act</th>
<th>Challenges</th>
<th>Global Practices - Data Protection Legislations</th>
</tr>
</thead>
<tbody>
<tr>
<td>Section 13 (1) A Data Principal shall have the right to have readily available means of grievance redressal provided by a Data Fiduciary or Consent Manager in respect of any act or omission of such Data Fiduciary or Consent Manager regarding the performance of its obligations in relation to the personal data of such Data Principal or the exercise of her rights under the provisions of this Act</td>
<td>\textbf{Grievance Redressal Mechanism} One notable limitation within the current provision of the DPDP Act of India is the absence of explicit directives regarding the establishment of an online complaint filing platform or a physical complaint office accessible to the Data Principal in their residing location. While the Act emphasizes the right of a Data Principal to have readily available means of grievance</td>
<td>\textbf{Section 77 of GDPR} – Without prejudice to any other administrative or judicial remedy, every data subject shall have the right to lodge a complaint with a supervisory authority, in particular in the Member State of his or her habitual residence, place of work or place of the alleged infringement if the data subject considers that the processing of personal data relating to him or her infringes</td>
</tr>
</tbody>
</table>

and the rules made thereunder. (2) The Data Fiduciary or Consent Manager shall respond to any grievances referred to in sub-section (1) within such period as may be prescribed from the date of its receipt for all or any class of Data Fiduciaries. (3) The Data Principal shall exhaust the opportunity of redressing her grievance under this section before approaching the Board.

redressal, it falls short in specifying the necessity for easily accessible and data principal-friendly online platforms or local complaint offices.

this Regulation. The supervisory authority with which the complaint has been lodged shall inform the complainant on the progress and the outcome of the complaint including the possibility of a judicial remedy pursuant to Article 78.

### Recommendations

1. The consent mechanism should address grievances related to consent violations by incorporating violations such as coercive consent, especially those involving impractically long notices, adopt dark patterns like nagging by sending repeated consent notices even after the data principal provides their choice, as grounds for lodging complaints.

2. The Data Protection Board should be designated as the responsible authority at district, state, and central level for receiving and adjudicating complaints related to these violations, having an administrative structure similar to Right to Information Act. Further, the Data Protection Board should have an online platform to register complaints, which will also help in analysing the frequent issues pertaining to the consent.
5. Conclusion

This paper is aimed to provide recommendations to implement an efficient consent management framework. The initial sections provided an operational definition and identified the challenges faced by the current practices. The final section provided a streamlined and categorized consent mechanism process. It consists of a detailed assessment of the DPDP Act, the challenges it faces, and the possible solutions adopted by legislation worldwide.

To establish an efficient consent management system, Data Fiduciaries/Consent managers should ensure both parties have an equal understanding of the consent notice. Innovations in consent notice presentation are crucial, along with providing a consent management mechanism for data fiduciaries to manage consents at any time.

Within the consent notices, Data Fiduciaries should avoid the usage of pre ticked boxes, dark patterns in nudging the Data Principal into giving a consent. They should also disclose to whom the collected data is shared with. Guidelines or rules under DPDP Act should explicitly state that identifiers such as IP addresses, both static and dynamic, and cookie identifiers should not be stored without due consent. Additionally, the cookie consent notices should be displayed in a user-friendly manner where all the options are given equal weightage in the user interface design.

The efforts in making the consent notice more efficient should follow the effective consent verification process for age sensitive digital service delivery platforms. Government-controlled digital platforms like Digilocker can be considered for verification of age while ensuring the data minimization principle and avoidance of storage of data during the verification process. Only, the success and failure logs should be stored.

Finally, establish a grievance redressal system providing online and offline access for Data Principals to register complaints. An administrative structure similar to RTI Act can be considered for an efficient grievance redressal mechanism.
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